Installation of OWA For PDA /7 OWA For WAP

Requirements:

Windows NT4 Server running 11S4 with Outlook Web Access 5.5, or
Windows 2000 Server with Outlook Web Access 5.5, or
Windows 2000 Server running MS Exchange 2000

Using OWA For PDA /7 WAP with Windows NT4 Server running 11S4 with Outlook
Web Access 5.5

OWA For PDA / OWA For WAP require 11S with Active Server Pages and CDO/MAPI support.
Under Windows NT4 Server, this is generally only available on a machine that already has
a working Outlook Web Access 5.5 installation. If these requirements are met, installation
is as described below in the ‘Installation’ section.

Using OWA For PDA /7 WAP with Windows 2000 Server running 11S5 with Outlook
Web Access 5.5

OWA For PDA / OWA For WAP require IS with Active Server Pages and CDO/MAPI support.
Under Windows 2000 Server (without Exchange 2000 Server) this is generally only
available on a machine that already has a working Outlook Web Access 5.5 installation. If
these requirements are met, installation is as described below in the 'Installation’ section.

Using OWA For PDA /7 WAP with Windows 2000 Server running 11S5 with
Exchange 2000

OWA For PDA / OWA For WAP are compatible with Exchange 2000, but there are a number
of extra configuration tasks you will need to complete that would normally be done during
the installation of Outlook Web Access 5.5. You can do these either before, or after, the
procedure described in the ‘Installation’ section.

You will need to give the 'Everyone’ group the 'Log On Locally' right in the Windows 2000
‘Local Security Policy' Control Panel applet, or in the ‘Domain Controller Security Policy’
applet for an Active Directory Domain Controller.

CDO (as supplied with Exchange 5.5, but also supplied with Exchange 2000 for
compatibility) will attempt to store temporary .mmp files in C:\WINNT unless another
directory is specified as a string value in the registry key;

HKLM\SOFTWARE\Microsoft\Windows Messaging Subsystem\ProfileDirectory

If you do not make this modification, only Administrators will be able to open their
mailboxes. Since you need to modify the registry, you need to back it up, and proceed
with extreme caution. There are three stages.:

1. Create a directory i.e. C:\WebTemp using Windows Explorer. Make sure that the
'Everyone’ group has at least change permissions on the directory.

2. Create a string type registry key as specified above. Set it's value equal to the name of
the directory you created in step 1. A .reg file to help create this entry is included in the
OWA For PDA / OWA For WAP package. It contains the directory nhame C:\WebTemp. You
can edit it if you want to use a different directory. Note that the backslash character must
be doubled (like this; \\') if you need to enter one as part of a registry key value in a .reg
file.

3. Stop and restart the World Wide Web Publishing Service when it is next convenient to
do so.

Remember that you only need to do this for Exchange 2000.



Installation:

First, use Explorer to create a folder to contain the package ASP files. In the example
described, the folder is named OWA-PDA and is located in the root of the IIS server's C:
drive. Copy the ASP files into the folder and close Explorer.

Using Notepad, edit the file named DEFINE.INC so that the line beginning CONST
SERVERNAME contains the computer name of your MS Exchange server. Do not make the
mistake of entering the name of your IIS server unless they happen to be the same
machine. In this example, the server is called MYSERVER. Remember to retain the double
quotes " . Save the file and close Notepad.
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Start the 1S Manager and expand the tree in the left-hand pane to reveal the Default Web
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¥& Internet Information Services - 10| x|
|J Action  Yiew |J¢' -P||><|@ JE| L || |
Tree I Marmne | path -
@ Internet Information Services EiSl:ripts cilinetpublscripts
= B} * vpowzs-01 @IISHEIp cHiywinntibelphishelp
é Default Web Sike @IIS.ﬁ.dmin C MM TYSyskern 324 inetsrwiiisad
é Administration Web Site @HSSamples chinetpubliissamples —
@MSADC c:Yprogram files'common Filesisysl
Ei_vti_l:uin Z:\Program Files\Cormmon Files|Mi
EiF‘rinters U TN Thwebh printer s
EiExu:hweI:u CProgram FilesExchsrveriExchivn
Eipul:uliu: M wpc-dnm, comiPublic Folders
EiExu:hange M v pc-dnim, oo ME
EiExadmin 1. 1BackOfficestorage -
4| [>1]«] | _l_I




Create a new Virtual Directory under the Default Web Site and configure it as shown in the
following diagrams. In this example, the Virtual Directory is called OWA-PDA and the
source files have been copied to C:\OWA-PDA

¥irtual Directory Creation Wizard x|

Virtual Directory Alias Lo
You muzt give the wirtual directory a short name, or alias, for guick reference.

Type the aliaz pou want to uze to gain access to thiz Web virtual directon. Use the
zame hamihg conventions that yau would for naming a directon.

Blias:
Dhwids-PO

Yirtual Directory Creation Wizard

Web Site Content Directory Lo
Where iz the content vou want to publish on the 'Web zite?

Enrter the path to the directony that contains the content.

Directony:

CADWA-PDA Browse. .. |

¢ Back I M et = I Cancel




¥irtual Directory Creation Wizard x|
Access Permissions Lo
YWhat access permizsionz do you want to get for thiz virtual directon?

Allo the following:

¥ Read

¥ Fun scripts [such as A5P)

[T Execute [zuch az 154P applications or TG
[ white

[T Browse

Click Hext to complete the wizard.

Having created the Virtual Directory, check its properties and make a few more
adjustments as shown in the following diagrams. You probably won't need to change
anything on the first page, but it's a good idea to double-check it.

DWA-PDA Properties i s

Virtual Directary | Documents I Directony Security | HTTP Headers | Custom Emars I
"When connecting to this rezource, the content zhould come from:
' A directory located on thiz computer
i~ & zhare located on another computer
" & redirection to a LRL

Local Path: CoAOwfa-Pha, Browse. . |
[ Sciipt zource access W Log wisits

¥ Read ¥ Index this rezource

[ wiite

[ Directory browsing

Application Settingz

Application name: IEIW.-’-‘-.-P'D.-’-‘-. Remowve |
Starting point: <Default'web 5. AOWA-PDA

Configuration. .. |
Execute Pemissions: IScripts only j
fpplication Pratection: IMedium [Pooled) | rlaad |

k. I Cancel | F¥u]m 1 | Help |




Make sure that there is an entry for DEFAULT.ASP in the list of default documents for the
Virtual Directory. If it is not in the list, add it.

OWA-PDA Properties

Default. htrn
Default. asp

FrEmoE:




Select Basic Authentication and de-select Anonymous Access. In Windows 2000, deselect
Digest Authentication and Integrated Authentication so that only Basic Authentication is
enabled. In Windows NT 4.0, deselect Windows NT Challenge/Response so that only Basic
Authentication is enabled.
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If your OWA server is a Member Server, click the button labelled 'Edit' next to the Basic
Authentication option and set the Basic Authentication Domain to your Windows NT
domain name. In this example it is called MYDOMAIN.
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Finally, check the IP Address and Domain Name restrictions to make sure that no
unwanted restrictions have been inherited from the Default Web Site (unless, of course,
you want to retain any such restrictions).

OWA-PDA Properties i

Wirtual Directory | Documents  Dirgctory Security | HTTP Headers | Customn Erru:ursl

r.-’-‘-.nu::nymu::us accezs and authentication control |

IP Address and Domain Mame Restricktions EI

— |FP Addreszs Access Restrictions

By default. all computers will be: @2 {* Granted Access

Except those listed below; @ " Deried Acocess
Arccess IP Address [Mask]/Domain Hame |

Add...

Hemowve

Edit...

il

] I Cancel Help |

Edit...

k. Cancel Apply Help

And that's it. You can now access the site using the Virtual Directory name. So, for
example, if your IIS server is called MYIISSERVER, and your Virtual Directory is called
OWA-PDA as in this example, you can open the site with HTTP://MYIISSERVER/OWA-PDA .



After Installation:

There are additional options that you can configure within DEFINE.INC. Some are
described within the file itself, but here are some important ones:

EXPANDFOLDERS - Set to True if you want to be able to select any mail folder from the
main Mailbox page. If you try to list too many folders in the WAP version, the ‘phone's
browser may crash, so for WAP it is recommended to set this value to False, and that any
mailbox subfolders be selected after first selecting the top-level folder.

MAXPAGESIZE - This controls how much of each message is displayed per page in the
mobile device browser. How much you can safely display depends on the capabilities of the
device you are using. This value is especially critical for the correct operation of WAP
devices which have a total maximum page size (including markup etc.) of approximately
1500 bytes. The current recommended maximum message page size for WAP is 400 bytes.

MESSAGESPERPAGE - This value is largely a matter of personal preference with a PDA
device, but again the value is critical for WAP devices.

PASSWORDACCESS (PDA only) - Set to True if you have configured your OWA server to
allow Web clients to change their passwords, and you want to extend this functionality to
PDA clients. Set to False otherwise.



Attachments (PDA only):

OWA For PDA can be configured to deliver attachments to your mobile device, but whether
or not you will be able to open them depends entirely upon the client platform. PocketPC
devices will normally be able to save attachments to the file system for subsequent
opening. Palm devices will probably have only limited success.

If you want to configure the application to deliver attachments you need to set the value of
OPENATTACHMENTS in Define.inc to True

CONST OPENATTACHMENTS = True

You will also need to configure a Custom Error message for the error '404 - Not found' on
your OWA-PDA Virtual Directory. Mobile browsers do not understand content types as
comprehensively as desktop browsers and need to believe that the attachment exists as a
file on the server (which it does not - it's embedded in the message). When the browser
requests the file, the custom 404 error page extracts the attachment and delivers it.

The configuration you need to make is to define /OWA-PDA/AT2.ASP as the URL for the
404 error (assuming that OWA-PDA is the name of your Virtual Directory). Open the
properties of the OWA-PDA Virtual Directory and click the '‘Custom Errors' tab. Select error
404 from the list and click the 'Edit Properties..." button. Select 'URL' from the 'Message
Type:' drop-down list, and enter /OWA-PDA/AT2.ASP . Finally click 'OK" and 'OK' once
more to save your changes.
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