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I.  Introduction





Virtual VaultÔ (VV) is, as it appears to be, a vault for your personal computer.  Just the same way that you may keep a vault in your house or bank to keep belongings safe, VV is a vault for your computer.  As you already might have guessed, you can't store your valuable jewelry in VV!  Instead, VV is designed to keep your data belongings safe and locked up.





For instance, let's say you've just finished balancing your check book in your PCs banking program.  You can just through that file in your VV and lock the door!  Now the file is locked up just as if it were in a regular vault!  Or perhaps you've just finished creating a design on your PC for a new project at work.  You don't want that falling into the wrong hands.  Back in the day where all of this work was done on paper, you could simply put the design plans in your vault and lock the door!  Well, with VV you can do the same thing!  Just take your new design files and through them in your VV!  Now you can count on them being safe!  The best thing about the VV is that it works just like a REAL vault.  Any file on your computer can now be put into your own personal PC vault and protected just as if you had put it in your real vault!








II.  How does it work?





Well, how does it work, you ask.  Once again, VV was designed to protect your valuable files, but it was also designed to keep your life simple at the same time!  If you can work a standard safe, you can work VV!





As with a standard safe, VV displays an electronic keypad on start-up.  The electronic keypad will wait for you to enter your Access Code.  Once you've entered your Access Code, you are "inside the vault."  Once inside the vault, you can add files to the vault, or remove files that you previously put in the vault.  You may also change your Access Code from this point!





It's all THAT simple!








III.  Getting Started





These instructions will tell you how to get using VV right away!





You will need to install VV by running the included file (INSTALL).  This file is automated.  Simply let it run and follow any simple instructions it gives you.  Once VV has completed installing, you can run it either by clicking on the icon, or accessing it directly (C:\VVAULT\VVAULT.EXE).





Now, start up VV!  You will see a display that looks like the outside of a high-tech vault.  The displays on the left hand side are titled "SYSTEM TELL-TALES."  The Tell-Tales are your guide to the current state of your VV, but you can read more about these later on in this file!  One the right you'll see your electronic keypad.  Above the keypad you will see a display which displays your Access Code as you punch it into the keypad.





Now, since you've just installed VV, there will be NO Access Code set!  You MUST set your Access Code first by simply clicking on the "OK" button on the electronic keypad.  The VV will immediately give you access inside the vault.  Here, at the top of the new screen you will see a box that says "Change Access Code."  You can now set your new Access Code by typing in an 8-DIGIT number in BOTH fields then clicking the "Change Access Code" button.  REMEMBER:  YOUR ACCESS CODE MUST BE AN EIGHT (8) DIGIT NUMBER ONLY!  If you enter any other characters besides numbers, you will not be able to access your vault!  This is very important!





Now that you've set your new Access Code, you are ready to use VV!  It's that quick and simple!








IV.  The Components and Functions





The System Tell-Tales


	The System Tell-Tales allow you to see the status of your vault.  The information provided here is very important.  The first piece of information reported to you on startup of VV is "Illegal Access Information."  The Illegal Access Information reports to you the exact date and time when a user tried, but failed, to gain access to your VV.  If a user enters the wrong Access Code to your vault, the date and time of the attempt is recorded and displayed the next time VV is started.  This information will continue to be displayed until you choose to clear the Illegal Access Information by selecting the "Clear Illegal Access Information" button from inside the vault.





	The next available information is the "System File Verification."  On startup, your VV will check to ensure that all of its system files are in tact.  If they are in tact, the display will read "Verified."  If VV was un-able to verify the existance, or status, of these files, the readout will be "Not Verified."  The System File Verification should only read "Not Verified" under two conditions.  The first condition is right after you install VV.  The only other time this readout should ever read "Not Verified" is if you re-installed VV.  If this readout ever displays "Not Verified" under any other circumstances, this means that VV system files have been tampered with or damaged.  Access to your vault, or files in the vault, may be impossible!  If this should occur, please contact our technical support team online at www.techniclabs.com for assistance.





	The next information, "Vault File Verification," displays the status of your vault's contents.  Upon startup of VV, your vault will quickly check to see that all of the contents of your vault are still in tact.  If the contents are all in tact, the display should read "Verified."  If VV finds that one or more of the vault's content files are missing or un-accessable, the display will read "File(s) Missing."  This is a serious error!  If the display shows "File(s) Missing," this means that one or more of the files in your vault have been corrupted or erased!  They will be un-recoverable!  If this should occur, it would be best to scan the contents of your vault to find the possible missing file(s).





	Finally, the last information is the "System Status."  This box simply displays information about the verification process.  Most often you will not need to check this display.








Using the VV functions


	Once you are inside the vault, you will have several options available to you.  The first option is the "Change Access Code" option.  This allows you to change the vault's Access Code.  You can do this quickly and easily by typing in an 8-DIGIT number in both fields and clicking "Change Access Code."  NOTE:  The access code must only be digits.  If you use any other characters besides numbers, the vault will be un-able to be opened!  If this should happen, please contact technical support.





	The next option allows you to add files to your vault.  Simply type in, or browse for, the file you'd like to add.  Then push the "Add file to Vault" button.  NOTE:  Adding or removing a file from the vault can require up to several minutes (depending on the size of the file).  Please be patient after you press the add/remove button.  When the process is complete, a message will be displayed letting you know of the success!





	Removing a file from the vault is just as simple as adding one.  VV will display a list of the files currently in the vault.  Double Click any file you'd like to remove from the vault.  Then click the "Remove file from Vault" button.  NOTE:  Adding or removing a file from the vault can require up to several minutes (depending on the size of the file).  Please be patient after you press the add/remove button.  When the process is complete, a message will be displayed letting you know of the success!





	Finally, your last two options are "Clear Illegal Access Information," which will clear the date and time of the last illegal access, and "Lock the Vault [EXIT]," which will lock your vault and return you to the main screen.








V.  Tips for using the VV





1.  Make sure never to try to re-add a file to your vault once it is already in your vault!  Doing so will return the file to it's un-protected state, but it will clutter your vault files list!  Never attempt to do this under any circumstances!





2.  Although the VV can hold up to an unlimited amount of files, it is wise to manage your vault!  Remove files from the vault when they no longer need to be protected.  Doing so will free up space and allow you to more quickly locate files on the vault's file list when you need to remove files!





3.  Never give your Access Code to anyone!  Treat your VV like a real vault.  Anyone with your Access Code will have access to ALL the contents of your VV.





4.  When files are added to the vault, the are still located, physically, at the same directory and filename listing as they were originally.  Now, however, they are simply encrypted and in your vault's management directory.  NOTE:  If you add "C:\myfiles\file.doc" to your vault, and then delete "C:\myfiles\" directory OR "C:\myfiles\file.doc" then you will NOT be able to recover the file!!  NEVER delete the directory or file you have added to your vault!








VI.  Registering Virtual Vault





	This copy of VV is for EVALUATION PURPOSES ONLY!  This means that you are free to use VV for a period of 30 days.  After these initial 30 days are over, you are required by law to either register the software or delete it and discontinue use.





	Virtual Vault is a very valuable protection tool for your computer.  With it, you can ensure the protection and monitoring of important documents, spreadsheets, CAD files, banking info, and MORE!  From now on, you don't need to worry about the safety of your computer files from un-wanted visitors because you'll have them in your Virtual Vault!!





	When you register Virtual Vault, you'll be purchasing piece of mind as well as a wonderful security tool.  However, you will also get many more bonuses as well:





	1.  The latest version of Virtual Vault!


	2.  One year of FREE updates so you will always have the most current advancements!


	3.  Priority technical support for a lifetime!


	4.  Special offers available only available to our customers!





	Now you can rest easy knowing that your PC files are safe being the virtual steel door of Virtual Vault!  We have a version of Virtual Vault meant to fit every owner!!





		1 Copy of Virtual Vault			$20


		Site License 					$100 *


		Network Version Site License		$160 **





* A Site License allows a user to install unlimited copies at one location


** Network Version Site License is a special version for use on a network server for multiple Access Code accounts.





Register Online Now!!  Purchase your copy of Virtual Vault online TODAY!





	MasterCard/Visa orders accepted:  www.techniclabs.com





					OR





	Send a check or money order payable to:





				Eric Z. Maass


				11 Henry Street


				Williston Park, NY  11596-1127





REMEMBER!  To keep your PC files safe, you can count on Virtual Vault!  Don't let your important data fall into the wrong hands!!








Disclaimer:  Virtual Vault is provided "AS IS" with no implied gauranttee from either TLSE Corp. or Eric Z. Maass.  Neither TLSE Corp or the software author, Eric Z. Maass, will be held responsible for damage incurred to software, data, or hardware due to the use or mis-use of this software.


